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Introduction

Conflict of interest for the physician:

• Interest in a transparent, complete and true
documentation of the medical facts

• (not least for the physician providing follow-up treatment)

vs.
• Interest to avoid an illegitimete criminal prosecution



Principles of criminal procedure –
prosecution authorities’ perspective
(police, public prosecutor etc.) (I)

Principle of no judgment without a charge
(Anklagegrundsatz)

• Charge against a specific person
• Based on precisely described circumstances
• In the competent court

• (Otherwise: Dismissal of the indictment (for formal 
reasons))



Principles of criminal procedure –
prosecution authorities’ perspective
(police, public prosecutor etc.) (II)

Principle of substantive truth (Untersuchungsgrundsatz)
• Obligation to investigate the facts ex officio

• What? «All circumstances relevant to the assessment of
the criminal act and the accused»

• How? Incriminating and exculpating circumstances with
equal care (!)



Principles of criminal procedure – The 
accused’s perspective (I)

Presumption of innocence (Unschuldsvermutung)
• «Every person is presumed to be innocent until they have

been convicted in a judgment that is final and legally
binding.»

• Consequence:

➢ Obligation of public prosecutor to prove the accused
guilty.

➢ It’s not the accused person’s task to prove him or
herself not guilty



Principles of criminal procedure – The 
accused’s perspective (II)

• No obligation for self-incrimination (Keine Pflicht zur 
Selbstbelastung, «nemo tenetur»)

• «The accused may not be compelled to incriminate him or
herself.»

• Entitled to refuse to make a statement or to cooperate in the
criminal proceedings. 

• Again: It’s not the accused person’s task to prove him or
herself not guilty.

• Right to remain silent (and even to lie)



The «dark side» (of the medal): 
Obligations concerning MR (I)

• «Healthcare professionals keep a record of every patient. 
This contains information about the diagnostic clarifications, 
examinations and results as well as the therapeutic and 
nursing measures. It must be clear from the documentation 
who made an entry and when.» (§ 29 I Health Act BS)

• «Physicians must keep adequate records of the findings 
made and measures taken in the course of their professional 
activities.» (Clause 12 I CoC FMH)



The «dark side» (of the medal): 
Obligations concerning MR (II)

• According to doctrine and judical practice: Anything that may 
be medically or legally relevant to the patient in connection 
with the treatment.

• What is relevant? This is a medical (not legal) assessment

• What about iAEs / pAEs…?



The dilemma (resp. COI)

• Incorrect or incomplete documentation might lead to a 
liability case.

• Correct (= «completely complete») documentation might
lead to a penal case.



16.09.2024USB Vorlage 2020 16:9 Grün 10



16.09.2024USB Vorlage 2020 16:9 Grün 11



16.09.2024USB Vorlage 2020 16:9 Grün 12



Some hints (I)

• No hospital data base is 100% safe from public prosecuter’s
access.

• However: Right to sealing of evidence in case of seizure
• Proceeding in court

• The court weighs up the interests at stake.
• (arguments: medical confidentiality, nemo tenetur, risk of 

stopping process of patient safety improvement…)



Some hints (II)

• The iAE / pAE itself might (even: must!) be noted in the MR.

• Purely objective: What has happened («Outcome»)?
• (Ex.: drug overdose)

• Not: How, Who, Why
• No errror descriptions
• No assignments of blame



Some hints (III)

• Round table notes, documents / protocols / memory minutes
(Gedächtnisprotokolle) of a postprocessing / wrap-up
(Fallaufarbeitung): None of MR’s business

• Purely internal USB documents

• Therefore:
• No storage in the MR data base
• No linkage to other data bases
• No mentioning of an iAEs / pAEs registry @ MR (not even: 

«Carried out a wrap-up meeting.»)



Some hints (IV)

• If contacted by the police / PP, do not respond directly, but 
inform USB LD immediately.

• MR handing out to the police / PP (and generally information 
issues) only by USB LD (protection of employees).

• USB LD is in touch with penal law experts.
• USB LD can provide a defence counsel (costs being carried 

out by USB’s insurance).



Thank you for your attention.


